MINIMUM CONTROL
STANDARDS - 2025




INTRODUCTION

As a global leader in our industry, Holcim upholds the highest standards
in managing and operating our business worldwide, recognizing this as an
ethical responsibility.

We are committed to maintaining our license to operate by meeting the
expectations of governments, authorities, employees, investors, and the
communities we serve.

To achieve this, Holcim ensures compliance with all local laws and
regulations, backed by a comprehensive set of Minimum Control
Standards (MCS) that all countries and businesses must adhere to,
providing clear guidelines and accountability.

These Minimum Control Standards are the capstone of our Corporate
Governance framework, covering 64 mandatory controls across key areas
such as Governance and Compliance, Fixed Assets, Revenue, Human
Resources, Inventory, Expenditure, IT, Accounting and Consolidation, Tax
and Treasury, Sustainability, and Operational Technology.

The implementation of these standards is mandatory across our
operations. Every Holcim employee plays a vital role in executing the
MCS and ensuring the effectiveness of our Internal Control System. It is
essential that we engage our employees in the implementation process
and establish the appropriate organizational structure to enhance control
effectiveness.

Each year, the MCS are evaluated and tested across all our global
operations. Local CEOs and CFOs, and regional management certify,
through signed letters to the Group, that they are in place and operating
effectively.

Group Internal Control



MCS SUMMARY AND CONTENTS

MCs

GOVERNANCE AND COMPLIANCE

o1 Communication and promotion of the Code of Business Conduct

and speak-up culture 12
m Compliance with Fair Competition laws and requirements 14
m Related party transactions and conflict of interests 15
m Board of Directors secretarial requirements 17
E Health, Safety & Environment 18
m Risk assessment 19
Mitigation of business risks - Security 20
m Mitigation of business risks - Group insurance 22
m Mitigation of business risks - Business Resilience System 24

Mitigation of business risks - Remediation of deficiencies
n and non-compliance with MCS 26
n Personal data protection 28
n Segregation of duties and user access review 30
m Delegation of authorities and approval workflows 32
n Litigation disputes 34

-3 Review of contracts by Finance 35
FIXED ASSETS

1| W Management of titles, licenses and permits 38

IVA Quarry reserves and provisions for restoration and rehabilitation 40

m Classification and depreciation of fixed assets 42

Physical verification of fixed assets 44
s |

Management of customer and material master data 46
ﬂ Price management 48
E Control of customer credit limits 50
E Matching of sales orders, shipments and invoices 51

53

m Accounts receivable valuation

Compliance

Reputational
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Operational
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Financial
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Fraud
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MCs

HUMAN RESOURCES

Execution of onboarding, offboarding, master data management
and transfers of workers

Payroll

25

59

»¢ Compliance with payroll and local labor laws

60

~1:1 Employee pension and benefit plans

EXPENDITURE

61

vI:N Management of supplier master data 64
m Supplier qualification and claim management 66
Three-way match, two-way match and direct vendor invoices 68
Payment processing 70

=& Accruals for expenditures not invoiced

INVENTORY

~{-} Physical stock take of parts and supplies and materials, and volume reconciliations

72
75

Inventory valuation

Management of access to IT systems

84

</ Review of IT user access rights to production IT systems 85
m Security configuration settings and batch job management 86
E Data backup, storage and restoration process 87
m Managing changes to IT systems 88

Compliance

Reputational
damages

Errors in
financials

Operational
disruption

Financial
losses

Fraud

* ) )
* ® o °

° ) °
* ° ° ° °




MCs

ACCOUNTING AND CONSOLIDATION

41 Compliance with accounting and reporting standards,

and extra-financial data disclosure 92
m Reconciliation of general ledger accounts 94
m Reconciliation of bank accounts 96
m Reconciliation of intercompany balances 97
E Manual journal entries 99
H Impairment of goodwill, intangible assets and tangible assets 100

YA Transactions in a foreign currency 102
m Management of legal structure and consolidation hierarchy 103
m Consolidation of financial statements 105

Statutory financial statements 106

Tax risk assessment and reporting 110

E Tax filings and payments m
E Deferred and current income tax calculations 112
m Transfer pricing 13
14

E Non-income (indirect) taxes

TREASURY

1l Bank relations

116

YA Cash transactions are not permitted without the Group approval 18
E Secure payment means 120
E Financial instruments, borrowings, commitments and working capital schemes 123

[({ol Forex, interest rate, commodity risks monitoring and hedging

SUSTAINABILITY

Environmental impact

125
127
128

Social impact: human rights and stakeholders

130

Climate change

OPERATIONAL TECHNOLOGY

OT security baseline controls for cement plants and grinding stations

Reputational Errorsin Operational Financial

damages financials disruption losses AT




Governance and
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Communication and promotion
of the Code of Business Conduct

and speak-up culture

PRIMARY OBJECTIVE

Senior management continuously
communicate and role model the Code of
Business Conduct (CoBC) while promoting a
speak-up culture
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RISK

- Poor tone at the top (Step 1, 2)

- Corruption and Bribery (Step 1, 2, 3)

- Money Laundering (Step 1, 2, 3)

- Transaction with sanctioned parties
(Step 1,2, 3)

- Infringement of Fair Competition regulations
(Step 1,2, 3)

- Data leakage of sensitive information
(incl. non compliance with GDPR) (Step 1, 2, 3)

- Infringement of human rights standards
(Step 1,2, 3)

- Ineffective or unethical vendor selection
process (incl. TPDD process) (Step 2)

IMPACT

- Compliance

- Reputational damages
- Financial losses

- Fraud
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CONTROL & FREQUENCY

1. CEO communication of the
Code of Business Conduct and

integrity line to employees at
least annually, performance
of training to risky employees
according to the training plan,
and acknowledgement of the
Code of Business Conduct

by newly joined employees,
maintained by Human
Resources (or designee).
Annual

.Communication of the

Supplier Code of Conduct
to suppliers and outsourced
service providers, must be
documented.

Upon change

.Remediation by management

of any confirmed breach.
Upon request

* The Code of Business Conduct is
communicated to all new employees, with
a short introduction, at on-boarding. New
employees acknowledge that they have
read and understand the policy and this
is stored in the employee’s personnel file.
The method used for acknowledgment
is defined by the local Legal and Human
Resource departments (or designated
department). (Step 1)

At least annually and more frequently
as the need demands, the CEO
communicates to all employees
concerning the values of Holcim and
the Code of Business Conduct and
encourages employees to speak up and
report suspected misconduct. (Step 1)

Employees, with roles and responsibilities
that encounter significant Code of
Business Conduct risks or have a function
of reducing these risks (as defined by local
Legal and Compliance) are to undertake
periodic training defined locally. (Step 1)

The Integrity Line phone number must be
working from all our facilities, the access
to the website is available through our
network and posters should be placed

in all our locations, the Integrity Line is
communicated in the intranet, internet
and within or along with the local Supplier
Code of Business Conduct. (Step 1)

* The organization’s commitment to
integrity and ethical behavior, as defined
in the Supplier Code of Conduct, is
communicated to the suppliers and
outsourced service providers. (Step 2)

REQUIREMENTS

* For existing suppliers, the commitment
to our Supplier Code of Conduct is
documented through contractual terms
and conditions included in the purchase
orders and during the tendering process
for the new suppliers. In all other
contracts, best efforts are made for
inclusion of a clause which recognizes the
principles of anti-bribery and corruption,
as well as sanctions risk, either referring to
our Supplier Code of Business Conduct or
our template clause. (Step 2)

*In the event that substantiated breaches
occur, remediation (consequential
management and effect discipline) must
occur in accordance with the SpeakUp
& Investigations guidelines. This process
will be overseen by the country General
Counsel at country level and region
General Counsel or Group Head of
SpeakUp & Investigations above country
level. (Step 3)

Link to: Code of Business Conduct,

Code of Business Conduct for Suppliers,
Anti-Bribery and Corruption Policy,
Compliance Policy, Human Rights and
Social Policy, SpeakUp & Investigations
Directive, Sanctions and Export Controls
Directive, Human Rights Directive, Third
Party Due Diligence Directive, Sustainable
Procurement Directive, Responsible
Lobbying and Advocacy Directive and
Compliance Training Cycle 2025-2026
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GOVERNANCE AND COMPLIANCE




Compliance with Fair Competition

laws and requi

PRIMARY OBJECTIVE

Follow Group Fair Competition
Directive, Commercial 1.
Documentation Directive and
competition law advice and

ensure risk-exposed employees

are trained

RISK 2
- Infringement of Fair Competition
regulations (Step 1, 2)

IMPACT

- Compliance

- Reputational damages
- Financial losses

rements

CONTROL & FREQUENCY

Training on fair competition
compliance of highly and medium
risk exposed employees is completed
and is documented by local Legal for
trainings at country level and Group
Legal - Competition Law for trainings
at Group level. Annual

. Pricing decisions, competitor contacts

and sources of market information are
documented in accordance with the
Commercial Documentation Directive.
Advice by Group Legal - Competition
Law to local Legal departments and
business stakeholders is documented.
Upon request

REQUIREMENTS

* Employees must comply with the Fair
Competition Directive and applicable
local competition laws. (Step 1)

« All highly exposed employees must
participate in a virtual or physical
face to face training every two years;
these trainings are organized by
the local Legal department or if at
the Group level, by Group Legal -
Competition Law. All newly recruited
highly exposed employees must be
trained within 6 months of taking on
a job with Holcim. Participation in the
virtual or physical face to face training
must be documented using a signed
participation list or by any other
verifiable means (paper or electronic
form) with records retained by the local
Legal or if at the Group level, by Group
Legal - Competition Law. (Step 1)

* All medium exposed employees must
complete an e-learning training every
two years; this e-learning training is
provided by Group Legal - Competition
Law to all local Legal. All newly recruited
medium exposed employees must be
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trained within six months of taking on a
job with Holcim. Successful completion
of an e-learning training must be
documented by automatic certification
generated by the e-learning tool or by
any other verifiable means) with records
retained by local Legal or if at the Group
level, by Group Legal - Competition
Law. (Step 1)

* Employees must comply with the
Commercial Documentation Directive
to ensure pricing decisions, competitor
contacts and sources of market
information are properly documented.
(Step 2)

* Group Legal - Competition Law
regularly advises Legal and business
stakeholders on competition law
compliance by guidance papers or any
other means, whenever applicable.
(Step 2)

Link to: Code of Business Conduct, Fair
Competition Directive and Commercial
Documentation Directive

Related party transactions
and conflict of interests

PRIMARY OBJECTIVE

Ensure approval of related
party transactions by Legal
and communication to all
employees to declare personal
interests that overlap business
decisions they need to make

RISK

- Poor tone at the top (Step 2)

- Corruption and Bribery
(Step1,3,4,5)

IMPACT

- Compliance

- Reputational damages
- Financial losses

- Fraud

CONTROL & FREQUENCY

1. Monitoring by the appropriate
person (see Decisions with Integrity -
Conflict of Interest Directive) and the
local Compliance Officer of potential
conflict of interests situations
reported by employees and any
resulting actions or requirements,
with documentation kept by the local
Legal and Compliance department.
Upon request

2. Perform conflict of interests
communication annually. Annual

3. Review and approval by the Legal
department before initiating any
business deal or arrangement
between a Holcim entity and a
shareholder or director’s company.
Upon request

4.The insiders’ list of employees with
access to privileged information
on Holcim Ltd is elaborated and
handled at Group level, by Legal
and Compliance. Group Legal and
Compliance sends out a quarterly
communication. The insiders’ list is
cross-checked with Hive users list.
(Group level) Quarterly

5.The insiders’ list of employees with
access to privileged information on a
listed Group company is elaborated
and handled at country level, by
the Legal department or company
secretarial department. The country
Legal department sends out a
quarterly communication. Quarterly
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GOVERNANCE AND COMPLIANCE




Related party transactions and
conflict of interests

REQUIREMENTS

*Employees are to assess their own
situation and disclose any conflict
of interests (COI) situation to their
manager as soon as it becomes
apparent. The disclosure will be
reviewed as described in the Conflict of
Interests Directive. (Step 1)

* Training on the Conflict of Interests
Directive is a mandatory part of the
standard anti-bribery and corruption
(ABC) compliance training for
employees. (Step 2)

Conflict of Interests Directive is
communicated once a year to enable
employees to declare potential conflict
of interests. (Step 2)

* Any business deal or arrangement
between a Holcim entity and a
shareholder or a director’s company
shall be deemed a related-party
transaction. For companies locally
listed, related party transactions are to
be reviewed by the Legal department
before approval or signature. (Step 3)

For Group privileged information,
Group Legal and Compliance lists all
employees that have access to that
information. For other publicly listed
entities, the entity Legal department
may also need to list employees in the
entity that have access to privileged
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information. These lists shall be
updated on an ongoing basis. As
soon as privileged information, such
as consolidated financial data and
projects data, is available internally,

a communication informing insiders
of their obligation of not to trade
shall be sent out. The updated list and
its previous versions as well as the
communication are stored by Group

Legal and Compliance (or the applicable

listed entity). Permissions regarding
access to the folder where the lists are
stored and secured must be restricted
and controlled. (Step 4)

Group companies having securities
listed on a stock exchange shall
adopt a binding Insider Dealing and
Market Disclosure setting at least
equivalent standards and processes
designed to ensure compliance by
that Group company and its directors
and employees of their respective
obligations under applicable laws and
regulations. (Step 5)

Link to: Compliance Policy, Anti-Bribery
and Corruption Policy, Code of Business
Conduct, Insider and Management
Transaction Directive, Decisions with
Integrity - Conflict of Interest Directive

and Compliance Training Cycle 2025-2026

Board of Directors secretarial
requirements

PRIMARY OBJECTIVE

The local secretary and the
chairperson of the Board

of Directors (BoD) ensure
that all local corporate legal
requirements are met

1. Signing by the Board of Directors
chairperson and secretary of a
letter to confirm compliance with
all corporate legal requirements.
Annual
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RISK

- Lack of Board’s oversight
responsibilities over risk and
internal control (Step 1)

- Absence of control and supervision
over remote or small entities (Step 1)

IMPACT
- Reputational damages

REQUIREMENTS

When required by law, an entity that
has a Board of Directors must ensure
that all corporate secretarial duties are
performed and documented in a timely
manner in accordance with the local
requirements. On behalf of the Board of
Directors, the secretary and chairperson
must ensure that the Board of Directors
and its committees (if applicable) operate
according to the provisions of the local
corporate laws, company’s articles of
incorporation, bylaws, charters or other
corporate governance regulations. This
includes in particular that: (Step 1)

* Any other local legal requirements (the
defined secretary should specify all the
local legal requirements or liaise with
the local Legal team to obtain such
information and formalize it).

* The Board of Directors chairperson
and secretary shall jointly confirm
compliance with all applicable corporate
legal requirements by signing a
compliance confirmation letter as
part of the annual internal control
certification process. Objective of this
control is considered achieved with
the following alternative measures:
1) in case the CEO is a member of the
Board, a certification letter signed by
the CEO in his/her capacity of a Board
member and by the secretary; 2) in case
the CEO is not a member of the Board,
a certification letter signed by the CEO

. ) and the secretary, presented in the

*Minutes are taken at the meetings, are Board meeting with formalized meeting

approved, and are maintained as part of minutes signed off by the chairperson of
the corporate records. the Board.

» Key corporate documents and records
are maintained in accordance with
applicable retention policies (local law
and Group regulations).

* Meetings of the Board are held at least
as frequently as required by local law.

*Shareholder and Director’s registers are

kept up-to-date. Link to: Group Delegated Authorities

. . and Minimum Substance Requirements
* Annual shareholders meeting occurs, if Directive

applicable.
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GOVERNANCE AND COMPLIANCE




Health, Safety
& Environment

Ensure effective
implementation of the four
sections of the Health, Safety
& Environment Management
System (Leadership and
Engagement, Objectives,
Planning and Management
Review, Operations

and Support Processes,
Performance Evaluation)
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RISK
- Health & Safety issue (injuries,
fatalities, illness) or incident (Step 1)

IMPACT

- Reputational damages
- Operational disruption
- Financial losses

1. Ensure annually the Health,
Safety & Environment Policy is
correctly applied by verifying
the implementation of rewards
and recognition, consequence
management, Health, Safety &
Environment Improvement Plan
completion, employees and
contractors training plan, Critical
Controls and Health, and Safety
& Environment key performance
indicators. Annual

6 Risk assessment

PRIMARY OBJECTIVE

Perform and document

a robust business and
compliance risk assessment
at the country/service center
level at minimum annually
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RISK

- Poor tone at the top (Step 1, 2)

- Misalignment of the organization
with business needs and objectives
(Step1,2)

IMPACT

- Compliance

- Reputational damages
- Operational disruption
- Financial losses

CONTROL & FREQUENCY

1. Arisk assessment is performed
annually and documented as
per the Group Risk management
process. Action plans are defined
and monitored for all high risks (as
a minimum) in accordance with the
Group Risk management guidelines.
Annual

2. Country and service center risk
assessment reports are signed off
by the country CEO and the Head of
Service Center for their respective
entities (electronically or physically)
and submitted to Group Risk
management. Annual

REQUIREMENTS

GOVERNANCE AND COMPLIANCE

* A Risk Lead is appointed in each country to the country ExCo are formalized and
to support the local management with recorded by the country Risk Lead.
the risk assessment process and to (Step 1,2)
monitor mitigation actions. (Step 1)

REQUIREMENTS

Country must ensure that the following
4 sections of the Health, Safety and
Environment management system are in per Health, Safety & Environment
place and operating with regular reviews: standards. Countries must implement
(Step 1) the Critical Controls Management as
defined by the Group.

plan which must meet minimum

expectations of classroom and practical « Action plans must be defined for all

¢ A risk assessment is performed and high residual risks (at a minimum)
signed off at least annually and identifies in accordance with the Group Risk
risks with the greatest likelihood of management guidelines. Action plans
occurring and with the highest potential (title and description), owner and due

* Leadership and Engagement: Rewards,
impact as per the current Group Risk date have to be documented in the risk

Recognition and Consequence
Management program is in place.

* Objectives Planning and Management

Review: an annual Health, Safety &

Environment Improvement Plan (HSEIP)
is set up following the Group process.

The Health, Safety & Environment

Improvement Plan completion is tracked

at the country Executive Committee

level and the strategic area of Health,
Safety & Environment Improvement

Plan is tracked in the Group tracking

tool.

* Operations and Support Processes:
ensure that all employees and

* Performance Evaluation: Group Health,
Safety & Environment audit and annual
self-assessment performed at unit
level. Process Safety Management and
Incident Reporting and Investigation
with incidents correctly classified and
action plans kept up-to-date with
relevant actions. Road key performance
indicators (KPIs) should be reviewed.

Link to: Health, Safety & Environmental
Policy, Health, Safety and Environment
management system, Critical Controls
Management, Group Health, Safety

& Environment site and Sustainable
Procurement Directive

contractors are in scope of the training
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assessment methodology (please refer

management tool. (Step 1)

to Group Risk management guidelines). « Update of the status of actions in the

Risks, risk comments (i.e. description),
likelihood (initial and residual), impact
(initial and residual) and risk treatment
have to be documented in the current

risk management tool is done when the
risk assessment is performed as per the
Group requirement. (Step 1).

Group Risk assessment tool. Minutes of Link to: Finance Policy
the presentation of the risk assessment

HOLCIM » MINIMUM CONTROL STANDARDS




Mitigation of business risks -

Security

Implement security measures

and procedures in accordance 1.
with the Security and Resilience
Governance
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RISK

- Assault against person (Step 1, 2)

- Attack against business asset
(Step 1,2)

- Theft (Step 1, 2)

IMPACT

- Reputational damages
- Operational disruption
- Financial losses

- Fraud

Annual sign off by the country CEO
of the Country Ecosystem report, the
Country Security Risk Assessment
and the Country Security & Resilience
Briefing. Annual

. Ensure minimum implementation

requirements of the Security and
Resilience Policy, the Security &
Resilience Management System
(SRMS), and directives are completed
by the country. Annual

REQUIREMENTS

Holcim must implement and manage a
Security and Resilience (S&R) program,
based on the S&R Governance (policy,
Security & Resilience Management
System (SRMS) and directives). This
applies to all companies controlled by
Holcim and their projects throughout the
entire lifecycle (e.g. Solutions & Products,
Holcim Trading, IT Services Centers,
Business Services Centers, etc.).

At a minimum, they must perform the
following tasks:

* Ecosystem: capture on an annual
basis the country ecosystem (people,
assets, etc.) in the Holcim Sites
Mapping Application (SMA), including
evacuation People on Board (POB),
where applicable, using the Country
Ecosystem report. (Step 1)

* Risks: validate the S&R Threat
Assessment from Group and conduct
the Risk Assessment at country level on
annual basis using the Country Security
Risk Assessment. (Step 1)
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* Minimum implementation requirements:
(Step 2)

- Structure: CEO must appoint a
fit for purpose country Security
Representative (CSR). The appropriate
S&R structure/organisation must
be properly captured. Risk based
mandatory trainings and certifications
are completed by the required
stakeholders and documented.

- Budget : publish your total FY-1
country security spend and budget
for FY-0 in SMA. Confirm with
Procurement the spend extracted
from SAP is correctly categorized,
using the Security Spend - Global
dashboard on a quarterly basis. Ensure
correct allocation with one of the three
Product and Services Classification
System (PSCS).

- Mitigation controls: implement
mitigation controls at the location
of the risk and deploy specific plans
and/or programs where Group level
material risks (GLMRs) and directives
(i.e. SSI, TOC) have been identified as
‘in-scope’.

REQUIREMENTS

- Travel: Country Travel and Events
rules are in place, mirroring the Travel
and Events Policy. Appoint a country
Travel Coordinator; travel agency(ies)
are connected to I-SOS Travel Tracker;
the Travel dashboard weekly extract is
systematically used to verify visibility
of all international business travellers
in the Travel Tracker, and that they
have completed the mandatory
general Business Travel eLearnings
and downloaded the Int-SOS mobile
application. The country Travel Guide
is updated annually.

- Third parties: engage, manage and
evaluate suppliers providing security
services annually in line with Holcim
governance: TPDD (except security
equipment suppliers), contract aligned
with SSI requirements, purchase
orders, and annual evaluation of all
manned-guarding private security
providers.

- Incident response: report all security
incidents through Holcim Security
Incident Notification tool (SINT).

Provide evidence that all recurring
incidents and High and Very High
impact incidents are addressed,
lessons learned are captured and
mitigation action implemented.

* Audit, Assurance and Performance:
(Step 1, 2)

- track the implementation of the
Security & Resilience Management
System and the deployment of security
directives using the 8 pack tool, and

- send the Country Security & Resilience
Briefing and the Country Ecosystem
Report to country CEO and Group
Security & Resilience at least annually.

Link to: Security and Resilience Policy,
People Security Directive, Security
Services with Integrity (SSI) Directive,
Terrorist & Organised Crime (TOC)
Monitoring Program Directive, Travel
and Events Policy, Holcim Business
Travel eLearnings, Security & Resilience
Management System (SRMS) and SSI
Quick Checklist

The above requirements can be performed more frequently in response to a significant change to the
business or risk landscape, or if specifically mandated by Group Security and Resilience Governance

requirements.
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GOVERNANCE AND COMPLIANCE




Mitigation of business risks -
Group insurance

Follow the Group insurance

GOVERNANCE AND COMPLIANCE

) The country must comply with the Risk Financing (GIRF) (e.g. new business
process to ensure adequate risk 1. Payment of Group insurance following 5 priorities: activity like installation of building
coverage premiums is done prior to the due + Group insurance premiums are paid by materials, new products with different
tececcscccccssscccssscccssseesse date. Annual the due date with no delay. (Step 1) I'zb'l't_y rllskstsu)cfgsats buélll)dlng material

. . chemicals, etc.). (Step
RISK 2. Annual approval by the local * Property insurance values are prov_lded « All CapEx projects in excess of EUR 5
- Lack of i Executive Committee (or designee) annuallyitoiGroupiinsurance and Risk i :
ack of insurance coverage : Financing (GIRF) before the due date to million (or equivalent) are re_:portgd to
(Step1,2,3,4,5) of property Inst:’r_ancte Vglues for avoid under-insurance. (Step 2) ?Gr?;g)lpsurance and Rlsk_Ftlnancmg
0 ensure appropriate coverage.
IMPACT acctl::a;ylacco: Ing to rOU|I3 t « All claims and losses that are covered (Step 4) pRrop °
- Financial losses methodoliogy, to ensure replacemen by a Group Insurance policy and that X
value cover. Annual are likely to exceed the applicable * For risks that are not*.covered by Group
3. By using the Group Risk Insurance deductible or exceed EUR 500.000 (or insurance programs: (Step 5)
tool, an incident report is submitted equivalent) have been timely declared - local Executive Committee must put in
within 48 hours by the local to Grouplln§urance and Rl_sk !:manm_ng place local m_surances as requ_lre‘d‘ by
E tive C itt i (GIRF) within 48 hours of incident via local regulations (e.g. motor liability,
Xxecu Ive. ommittee (or designee) the Group Risk Insurance tool (GRIT). workers compensation insurance), and
for all claims and losses that are (Step 3) - local Executive Committee may
covered by a_GrouP insurance policy « All Risk Improvement Actions (RIA) put in place local insurance for non-
and '_:hat are likely _t° exceed the recommended by our insurer have mandatory local risks as long as these
applicable deductible or to exceed to be mitigated within a reasonable do not overlap Group insurance
EUR 500,000 (or equivalent). timeframe. If Group countries do not programs (e.g. allowed would be
Upon request agree with the RIA, GIRF must be fiduciary insurance for local pension
. . . notified and alternative measures must fund, trade credit insurance).
4.Group Insurance and Risk Financing be put in place. (Step 4)
is informed: 1) before new business « Anv change in the business that impacts Link to: Finance Policy, Group Insurance
activity is put in place, 2) of all CapEx v N i Directive, Capex Directive and Group
) N s the Group Insurance programs* are Insurance Program
projects in eXcess of EUR 5 million, communicated to Group Insurance and
and 3) of any Risk Improvement
Actions (RIA) countries do not agree *Group insurance programs:
with. Upon Change « Property Damage / Business Interruption (PDBI), Commercial General Liability (CGL), Directors
. . & Officers (D&O), Protection & Indemnity and Charterers Liability (P&I-C/L), Marine Cargo (MC),
5.Local Executive Committee Terminal Operator’s Liability (TOL), Environmental Impairment Liability (EIL) and Cyber Liability.
approves purchase of additional « Construction All Risk / Erection All Risk (CAR/EAR): alternative local insurance allowed if cleared by
local insurances for risks that are Group Insurance and Risk Financing before project commences.
not covered by a Group insurance Group Insurance and Risk Financing is regularly reviewing the risks situation and reserves the right to

program Upon request define other risks to be covered by a Group insurance program.
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Mitigation of business risks -
Business Resilience System

PRIMARY OBJECTIVE

Every country must have a
Business Resilience program
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RISK

- Assault against person (Step 1)

- Supply chain disruption (Step 1)

- Business disruption due to IT/OT
unavailability (Step 1)

- Attack against business asset
(Step 1)

IMPACT

- Reputational damages
- Operational disruption
- Financial losses
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CONTROL & FREQUENCY

1.

Annually verify that the following

requirements are in place at country

level in accordance with the Holcim

Business Resilience Directive: Annual

- appointed Business Resilience
sponsor, Business Resilience
coordinator and Business Resilience
team.

- up to date Country Business
Resilience Plan (‘Plan on a Page’).

- up to date Crisis Management Plan
and Business Continuity Plan at
country level, Emergency Response
Plan available at the location of the
risk(s).

- specific country level plans for
Group level Material Risks, High and
Very High inherent risks, incidents
or programs.

- post-exercise reports which include
objectives, the risk being exercised
and the lessons learnt.

- all recurring incidents and High and
Very High incidents are addressed,
lessons learnt are captured, and
mitigation actions implemented.

REQUIREMENTS

GOVERNANCE AND COMPLIANCE

Holcim must implement and manage

a Business Resilience (BR) program,
following their Security and Resilience
Management System (SRMS) and

the Business Resilience Directive
requirements. This applies to all
companies controlled by Holcim and their
projects throughout the entire lifecycle

(e.g. Solutions & Products, Holcim Trading,

IT Services Centers, Business Services
Centers, etc.). In case of a joint Business
Resilience program with a Holcim country,
a formal agreement should exist.

At a minimum, they must perform the
following tasks:

* nominate a Business Resilience sponsor
and a coordinator to implement the
Business Resilience program. Appoint
a Business Resilience team (BRT)
consisting at a minimum of a Business
Resilience team leader and core
members,

» perform and document the training of

Business Resilience sponsor, coordinator
and Business Resilience team,

* prepare and maintain a Country Business
Resilience Plan (‘Plan on a Page’),

* maintain and exercise the country level
plans for in-scope Group level Material
Risks (GLMRs), High and Very High
inherent risks identified in the Holcim
S&R Risk Assessment tool, within a three-
year cycle, or if any changes in personnel
or risk,

« perform an annual Business Resilience
team exercise of their choice, and

e incident response: report all S&R
incidents through the Holcim Security
Incident Notification tool (SINT). Provide
evidence that all recurring incidents, and
High and Very High impact incidents are
addressed, lessons learnt are captured,
and mitigation actions implemented.

Link to: Security and Resilience Policy,
Business Resilience (BR) Directive, People
Security Directive and Travel and Events
Policy
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Mitigation of business risks -

Remediation of deficiencies
and non-compliance with Minimum
Control Standards (MCS)

A management process is in
place to identify and correct
deficiencies found while
monitoring the MCS

1. Approval by the Group Head of
Function and Group Internal Control
for local control design which do not
agree/comply with Minimum Control
Standards requirements/central

RISK description. Validation by the region

- Poor tone at the top (Step 1) Internal Control correspondent of

- Misalignment of the organization ‘Not Applicable’ controls. Deficiencies

with business needs and objectives to Minimum Control Standards are

e000000c000000000000000000000 00

(Step1,2) approved by the region Head (for
IMPACT countries) / Group management (for
- Compliance functions) through the certification

- Reputational damages

- Errors in financials . .
- Operational disruption 2. Monitoring by the local Executive

- Financial losses Committee of the progress of

- Fraud all action plans relating to MCS
deficiencies to ensure they are
resolved and reported to the Group
according to the Internal Control
instructions. Half year

process. Annual
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GOVERNANCE AND COMPLIANCE

REQUIREMENTS

Management responds timely and
appropriately to any deficiencies
identified through monitoring activities
and takes adequate and timely actions
to correct deficiencies. This process
includes:

*the MCS exception approval process:
in case a country is not able to design a
local control description in compliance
with the Minimum Control Standards

requirements, (‘Requirements’ + ‘Control

Description’), the country Internal
Control Manager clears with regional
Internal Control correspondent, uses
the MCS Design and Implementation
non-compliance approval form to seek
Group approval. Submission must be
done two weeks prior to the Control
Design Assessment (CDA) deadlines.
Approvals are to be uploaded/linked at
SAP Governance, Risk, and Compliance
tool (SAP-GRC), (Step 1)

« controls rated as ‘Not Applicable’ and
split of responsibility among entities
and service centers must be formally
validated by regional Internal Control
correspondent, (Step 1)

« deficiencies to Minimum Control
Standards have to be validated by
local management, region Head (for
countries) / Group management (for
functions) through the certification
process, (Step1)

« any deficiency related to MCS classified
with an impact over compliance:

MCS 01, 02, 03, 06, 10, 11, 16, 20,

22, 25,29, 30, 32,56, 57,62. (MCS
01.01/02/03; MCS 02.01/02; MCS
03.01/02/03/04/05; MCS 06.01/02,
MCS 10.01/02; MCS 11.01/02; MCS
16.01/02/03/04; MCS 20.01/02; MCS
22.02, MCS 25.01; MCS 29.01; MCS
30.01/02; MCS 32.01/02; MCS 56.02;
MCS 57.01, MCS 62.05) must be
approved by the region Compliance
Officer before signature of the country
Certification Package, (Step 1)

* perform root cause analysis, a detailed
description of the deficiency and the
creation of an action plan to remediate
the weakness identified, (Step 2)

« deficiencies are communicated to those
parties responsible for taking corrective
action, at senior management, (Step 2)

« follow-up of corrective actions and
progress towards completion, (Step 2)

« action plans relating to deficiencies are
tracked regularly by the local Executive
Committee and to Group Internal Control
at least twice a year, and (Step 2)

« all deficiencies and action plans are
tracked in SAP Governance, Risk, and
Compliance tool (SAP-GRC). (Step 2)

Link to: Finance Policy, MCS Design
and Implementation non-compliance
approval form, Internal Control
Instructions and Holcim Financial
Certification Permanent Instructions
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Personal data

protection

PRIMARY OBJECTIVE

Ensure personal data /
personally identifiable
information (PIl) managed

in the company (acquired,
processed, stored and deleted)
is handled in accordance with
local laws and regulations
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RISK

- Unauthorized use of company and
personal information (incl. non
compliance with GDPR) (Step 1, 2)

- Data leakage of sensitive
information (incl. non compliance
with GDPR) (Step 1, 2)

IMPACT

- Compliance

- Reputational damages
- Financial losses
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CONTROL & FREQUENCY

1. Train employees in scope, as per
the country defined training cycle,
on how to comply with local data
protection laws and regulations as
well as on recognizing and reporting
data breaches. Annual

2. Implement Data Subject Consent
Form (in local language, if necessary)
for different types of data subjects
(e.g. candidates, employees,
customers, suppliers) if required by
local data protection law. Annual
verification with each department
that Data Processing Agreements
are signed with vendors processing
personal data on behalf of Holcim.
Annual

REQUIREMENTS

If required by the local data protection
and privacy laws and regulations:

« the data privacy notice/policy is made
available to all existing employees and
distributed to new employees during
the onboarding process, (Step 1)

«if required by the local data protection
and privacy laws and regulations,
relevant employees are trained to
recognize and report data breaches or
any incidents relating to personal data
which may carry reporting/notification
obligations. Country is free to determine
who are the relevant employees, (Step 1)

countries are required to define a
compliance training program for a
locally defined cycle. They define what
training they want to deliver, and which
is the target population within what
time period. All newly recruited relevant
employees must be trained within 6
months of taking on a job with Holcim,
(Step D

seek advice from the data protection
responsible / Legal and Compliance if
necessary. (Link to the control standard
on employee onboarding), (Step 1, 2)
consent is collected and recorded